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Although there are many recent examples of violence 
toward judges and their families, such as the highly pub-
licized 2024 attack on Clark County District Court Judge 

Mary Kay Holthus,1 the 2020 murder of the son of New Jersey 
District Court Judge Esther Salas at her home2 reinvigorated a 
focus on judicial security. In response to this tragedy, a bipartisan 
bill named after Judge Salas’s son, the Daniel Anderl Judicial 
Security and Privacy Act, was passed to protect federal judges 
and their families’ personally identifiable information (PII) from 
being published, displayed, or sold.3 Despite lawmakers’ efforts, 
many state judges’ personal identifying information is still easily 
accessible online today.4  

Judicial security differs for federal and state judges. Federal 
judges are protected uniformly by the U.S. Marshals Service 
(USMS), and all reported threats go through the USMS Judicial 
Security Division.5 This centralized repository shows that inap-
propriate communications, threats, and physical attacks on fed-
eral judges increased 344% over six years, with 926 incidents in 
20156 and 4,511 in 2021.7 On the other hand, state judges are 
protected on a fragmented basis, including court security and 
local law enforcement, and the reporting procedures vary by 
state. For example, roughly half of state judges are not required 
to report threats to a central repository.8 Additional challenges for 
state judges stem from the lack of a universal vocabulary; for 
example, some judges might interpret “court security threats” to 
mean only threats or incidents in the courtroom.9  

Protections for state judges, when they exist, vary significantly. 
Several states criminalized assaults on judicial officers (e.g., Ari-

zona10) or judges (e.g., New York11). Others increased the sever-
ity of such an act; for example, Virginia raised assault on a judi-
cial officer from a Class 1 misdemeanor to a Class 6 felony,12 and 
Washington made an assault “in a courtroom, jury room, judge’s 
chamber, or any waiting area or corridor immediately adjacent to 
a courtroom, jury room, or judge’s chamber” a third-degree 
assault.13  Other states focused on different aspects of judicial pri-
vacy (e.g., New Jersey,14 Hawaii,15 Illinois, 16 Nevada,17 and 
Texas18) by allowing judges to seek relief when personal informa-
tion is maliciously posted or to make certain identifying informa-
tion (e.g., home address, phone number) private. Surprisingly, 
the mechanism for making identifying information private also 
differs between states.19 For example, in New Jersey, a judge sim-
ply needs to register on a website,20 whereas Nevada judges need 
a court order. 21 

As there is no national repository for state court judges of 
inappropriate communications, threats, and physical attacks,22 
and very little research on state judge judicial security exists,23 
self-report research from a national sample of judges can poten-
tially provide the best opportunity to understand the scope of 
state judicial security concerns and determine if state judges mir-
ror the pattern of increased threats found among federal judges. 
A better understanding of state judges’ perceived and real secu-
rity threats may result in allocating resources and education to 
help judges protect themselves and their families and encourage 
states to enact legislation consistent with federal statutes for judi-
cial security. 
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THE PRESENT STUDY 
The present study surveyed state court judges from across the 

United States to understand their security concerns, planning 
and preparation, past experiences with security threats, and judi-
cial security needs. This study also measured potential differ-
ences in judicial perceptions due to actual security concerns they 
have experienced (i.e., having received an inappropriate commu-
nication, threat, or attack), security behaviors enacted (e.g., lock-
ing doors, carrying a gun for protection, limiting online informa-
tion), and their gender. The results of this study provide a foun-
dational understanding of judges’ past experiences with judicial 
security concerns and discuss judges’ desires for further judicial 
security training and resources.  

RESEARCH QUESTIONS 
To what extent are judges worried about security concerns 

toward themselves and their families?  
To what extent are judges educated, trained, and prepared to 

handle judicial security concerns? 
To what extent have judges experienced security concerns? 
To what extent do judges perceive the need for a judicial secu-

rity center dedicated to state court judges? 
Do any of the above vary by the judge’s gender, past security 

concerns, and number of safety precautions taken? 

MATERIALS AND METHODS 
PARTICIPANTS 

Participants were recruited using the National Judicial Col-
lege’s (NJC) course enrollment database. The NJC is a premier 
judicial education organization that educates thousands of judges 
annually from all 50 U.S. states. Judges who attended a continu-
ing education course or webinar at the NJC between 2017-2021 
were eligible for selection. To better understand the experiences 
of female-identifying judges, who are underrepresented in the 
judiciary,24 we stratified the sample by gender so half of the sam-
ple was male and half was female. With these considerations, a 
stratified random sample of 2,000 judges was selected and 
invited to take our survey. 

Participants were 398 judges (20% response rate) from 48 
U.S. states. Further details about participants’ demographic and 
career characteristics are listed in Table 1. 

PROCEDURE 
Participants selected for our survey were notified through 

email one week before receiving it. After a week, participants 
received a survey link to our online Qualtrics survey. Participants 
who still needed to complete the survey were given three weekly 
reminders. Data collection was completed after four weeks. 

SURVEY 
Survey participants completed a four-part survey reporting (1) 

their perceptions of security concerns, (2) their security planning 
and preparation, (3) their experiences with security concerns, and 
(4) their judicial security needs. Section one of the survey asked

judges about their safety concerns for themselves and their family, 
their perceptions of specific security risks, and where they feel 
most vulnerable to security threats. Section two of the survey 
asked judges about their previous training on issues of judicial 
security, their use of common security measures, and whether 
they have ever carried a gun for their protection since becoming a 
judge. Section three of the survey asked judges about inappropri-
ate communications (defined as any contact, whether written, ver-
bal, or behavioral, that conveys a threatening, harassing, or unset-
tling message), threats (defined as inappropriate communications 
that express, explicitly or implicitly, the intent or desire to cause 
harm, or the belief that harm will be done), and physical attacks 
that they have experienced since becoming a judge. We also asked 
judges whether they reported these threatening experiences and 
to what extent they felt their concerns were taken seriously. Sec-
tion four asked judges about the need for a national judicial secu-
rity center and the benefits of continuing judicial education. 
Judges also suggested ideas for additional resources that would be 
helpful for judges to address their security concerns.  
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TABLE 1 
JUDGES’ DEMOGRAPHIC AND CAREER CHARACTERISTICS

CHARACTERISTIC  FULL SAMPLE (N = 399)

n %

Gender

Female 206 54.2

Male 174 45.8

Race

American Indian/Alaskan Native 17 4.5

Asian/Asian American 15 3.9

Black/African American 34 8.9

Hispanic/Latinx 28 7.4

White 290 76.3

Other 15 3.9

Judicial Selection

Appointed 213 55.2

Elected 173 44.8

Type of Judge

Administrative Law Judge 43 11.1

Appellate Judge 15 3.9

Family Law Judge 32 8.3

Federal Judge 3 0.8

General Jurisdiction Judge 199 51.4

Military Judge 2 0.5

Special (Limited) Jurisdiction Judge 55 14.2

Tribal Court Judge 17 4.4

Other 21 5.4

Note: Judges were an average of 57 years old (SD = 8.47) and had an average 
of 10.5 (SD = 7.34) years on the bench. 
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25. This article discusses our main findings, for all comparisons see
Appendix A.

26. Regression analysis demonstrated all statements in Table 2 were
associated with judges taking extra precautions (e.g., locking doors
and windows, installing/using security systems, varying routes to
work; ps < .05) except for “I feel my courthouse building is safe.”

27. MCarried Gun = 4.50, SD = 1.90 vs. MNo Gun = 4.97, SD = 1.77),

t(226.20) = 2.37, p = .009. 
28. F(1, 379) = 4.25, p = .04.
29. F(1, 378) = 2.68, p = .10.
30. F(1, 378) = 2.79, p = .096.
31. All MANOVA results with p values greater than .10.
32. F(4, 381) = 2.78, p = .027, 2 = .029.

RESULTS 
PERCEPTIONS OF SECURITY THREATS 

Judges largely agreed that they worry about their safety, their 
families’ safety, and internet safety (see Table 2).25 Responses 
were measured on a scale of 1 (Strongly Disagree) to 7 (Strongly 
Agree). These worries were related to behaviors such as increased 
worry about personal safety, a belief that the profession was 
becoming more dangerous, increased worry about family safety, 
a feeling of being threatened because of a legal decision, 

increased worry about online PII, and increased worry about 
security concerns in election law cases. All these behaviors were 
associated with enacting more routine safety measures (see Table 
2),26 Although perceptions of courthouse safety were unrelated 
to the number of safety measures used, judges who had carried a 
gun for protection felt significantly less safe in their courthouses 
than judges who had not. 27 

Gender appears to be associated with some of the judges’ per-
ceptions. Female judges were significantly more likely to have 
felt threatened than male judges (see Table 2).28 Additionally, 
although the difference was not statistically significant, female 
judges appear to be somewhat more concerned than male judges 
about their safety29 and perceive that it is becoming more danger-
ous to be a judge.30 Gender did not affect concern for family 
safety, concern about the availability of personally identifying 
information online, perceived courthouse safety, or perceived 
election law safety.31

SECURITY TRAINING AND PLANNING 
The next section of the survey asked judges to report their 

judicial security training, planning, and preparation. We first 
asked judges how much training they have received on judicial 
security. Judges reported a wide range of security training, with 
just over half of all judges surveyed (50.4%) reported having less 
than one day of training on judicial security (see Figure 1). Expe-
riencing security training as a judge was related to safety behav-
iors.32 Judges with a week or more of security training enacted an 
average of 1.22-1.60 more safety behaviors (out of 11 possible 
behaviors) than judges with less security training (see Figure 2). 

Judges were asked to select which judicial security measures 
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TABLE 2 
JUDGES’ AGREEMENT WITH SAFETY CONCERNS

STATEMENT
% ALL 

JUDGES IN 
AGREEMENTa

% FEMALE 
JUDGES IN 

AGREEMENT

% MALE 
JUDGES IN 

AGREEMENT

I worry about my 
safety because of my 
position as a judge.

82.7 84.4+ 80.5+

It is becoming more 
dangerous to be a 

judge.
78.6 82.0+ 75.1+

I worry about the 
safety of my family 

because of my  
position as a judge.

74.1 71.9 76.9

I have felt  
threatened because 
of a decision I made 

in a case.

78.7 70.9+ 60.4+

I worry about the 
availability of per-
sonally identifiable 
information (e.g., 

home address) 
about myself and 
my family online.

90.2 90.7 90.2

I feel that my  
courthouse building 

is safe.
68.1 64.6 71.3

I would have  
security concerns if 
I had to oversee an 
election law case.b

40.4 40.5 40.8

Note: * = male and female judges significantly different from one another, + = 
male and female judges marginally different from one another. 

a   This includes judges who did not disclose gender or identified outside the
male/female binary, and therefore this column will not be a perfect mean of 
male and female judges. 

b   Please note that these data were collected before the recent spate of security
concerns surrounding highly publicized election law concerns; we antici-
pate research conducted today would yield different results.

FIGURE 1 
AMOUNT OF JUDICIAL SECURITY TRAINING
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33. Henry E. Hudson & John Muffler, A Few Tips for a More Security-
Conscious Lifestyle, JUDGES’ J., Summer 2014, at 24-27.

34. X2 (1, N = 394) = 4.97, p = .026.
35. X2 (1, N = 391) = 22.89, p < 0.01.

36. X2 (1, N = 379) = 7.31, p = .007.
37. X2 (1, N = 379) = 7.27, p < .01.
38. R2 = .03, F(1, 368) = 13.37, p < .001.
39. R2 = .01, F(1, 368) = 14.40, p < .001.

they employ from a list of common security measures suggested 
by judicial security experts33. Safety behaviors taken were added 
to create a safety-measures score ranging from 0 (no safety 
behaviors reported) to 11 (all safety behaviors reported); judges 
averaged five safety behaviors. Most judges reported locking their 
doors and windows at home (90.8%), limiting their personal info 
online (77.6%), and using a home security system (57.5%). Less 
common security measures were removing identifying informa-
tion from cars (42.2%), illuminating sight lines around the home 
(41.2%), varying travel routes to work (38.2%), using home sur-
veillance (34.9%), carrying a gun for protection (31.6%), receiv-
ing personal mail at the courthouse 
(16.5%), using a safe room (4.8%), and 
“other” (22.1%). Of judges who selected 
“other,” approximately one-quarter men-
tioned dogs. 

We asked judges if they had ever car-
ried a gun for protection since they 
became a judge. Nearly one-third of 
judges (31.6%) reported carrying a gun 
for their protection. Judges who had 
received an inappropriate communica-
tion were more likely than those who had 
not to report carrying a gun for protec-
tion at some point while serving as a 
judge (see Figure 4).34 Judges who 
reported they had received a threat as a 
judge were also more likely than those 
who had not to report carrying a gun for 
protection at some point while serving as 
a judge.35 Additionally, male judges were 
more likely than female judges to report 

carrying a gun for protection at some 
point while being a judge.36  

EXPERIENCED SECURITY 
CONCERNS 

The third section of the survey mea-
sured judges’ experiences with security 
concerns. More specifically, we wanted to 
know to what extent judges had experi-
enced inappropriate communications, 
threats, and physical attacks because of 
their position as a judge. We asked about 
judges’ experiences reporting their judi-
cial security concerns and to what extent 
they felt their concerns were taken seri-
ously. We also asked judges to describe a 
significant judicial security concern they 
have experienced through an open-
ended question.  

We first asked judges if they had ever 
received an inappropriate communica-

tion. An inappropriate communication is any written, verbal, or 
behavioral contact that conveys a threatening, harassing, or 
unsettling message. Over two-thirds of judges reported that they 
have received an inappropriate communication while being a 
judge, with female judges experiencing a greater chance of 
receiving an inappropriate communication than their male peers 
(see Figure 4).37 Female judges (75%) were significantly more 
likely than male judges (62%) to experience an inappropriate 
communication. Receiving an inappropriate communication was 
associated with taking more safety measures.38 

We next asked judges about their experiences with judicial 
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FIGURE 2 
NUMBER OF SAFETY BEHAVIORS ENACTED BY 
AMOUNT OF JUDICIAL SECURITY TRAINING

FIGURE 3 
EFFECTS OF GENDER AND RECEIVING AN INAPPROPRIATE COMMUNICATION OR 

THREAT ON CARRYING A GUN FOR PROTECTION
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40. All MANOVAs were significant, ps <.001. 41. MANOVAs were not statistically significant, ps > .10.

more worried about identifying information online.40 Judges 
who had a previous concerning security experience felt as unsafe 
in their courthouses and overseeing an election law case as 
judges who had not (see Table 3).41 Additionally, judges with a 
previous concerning security experience engaged in more safety 
behaviors than those without the experience (see Figure 6). 

Among judges who reported a concerning security experi-
ence, we asked to whom they reported their security concerns 
(see Figure 7), what the response was, and to what extent they 
felt their security concerns were taken seriously. For those who 
reported their most serious security concern, we asked judges 
what the response was after reporting their most serious security 
concern (see Figure 8). 

In addition to asking whom judges reported their security 
concerns to, we also asked judges to indicate the extent to which 
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security threats. A threat is defined as inappropriate communica-
tions that express, explicitly or implicitly, the intent or desire to 
cause harm, or the belief that harm will be done. Most judges 
reported that they had been threatened while being a judge 
(56.1%). Male and female judges were equally likely to receive 
threats. Receiving a threat was associated with taking more safety 
measures.39 

In addition to inappropriate communications and threats, we 
asked judges whether they have ever been physically attacked 
because of their position as a judge. Eight judges (2%) reported a 
previous physical attack, one judge was attacked twice. One judge 
reported being attacked in two different locations (see Figure 5). 

Judges who had reported a previous concerning security expe-
rience—when compared to judges without those experiences—
were significantly more worried about their safety as a judge, 
agreed more that it is becoming more dangerous to be a judge, 
were more worried about their family’s safety because of their job 
as a judge, were more likely to have felt threatened, and were 

FIGURE 4 
EFFECTS OF GENDER AND RECEIVING  

AN INAPPROPRIATE COMMUNICATION

FIGURE 5 
LOCATIONS AND FREQUENCIES OF ATTACKS

TABLE 3 
LEVEL OF CONCERN BY PREVIOUS CONCERNING 

SECURITY EXPERIENCE

STATEMENT

 JUDGES WITH 
PREVIOUS  

CONCERNING 
SECURITY  

EXPERIENCES

 JUDGES WITH-
OUT PREVIOUS 
CONCERNING 

SECURITY  
EXPERIENCES

% AGREED % AGREED

I worry about my 
safety because of my 

position as a 
judge.***

86.6 73.1

It is becoming more 
dangerous to be a 

judge.***
83.3 65.5

I worry about the 
safety of my family 
because of my posi-
tion as a judge.***

79.3 61.7

I have felt threatened 
because of a decision 
I made in a case.***

77.6 33.5

I worry about the 
availability of person-
ally identifiable infor-

mation (e.g., home 
address) about myself 

and my family 
online.***

94.3 81.3

I feel that my court-
house building is 

safe.
67 70.1

I would have security 
concerns if I had to 
oversee an election 

law case.

42.3 37.3

Note: Statements marked with *** are significant at the p < .001 level.
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42. t(251) = 3.46, p < .001. 43. F(1, 385) = 18.02, p < .001.

they agree, on a 7-point Likert scale where 1 equaled strongly dis-
agree and 7 equaled strongly agree, that their concerns for their 
most significant security concern were taken seriously. Most 
judges agreed to some extent that their concerns were taken seri-
ously. However, this perception differed by judges’ gender, with 
male judges significantly more likely than female judges to feel 
that their security concerns were taken seriously when reporting 
their most significant security threat (see Figure 9).42 

Finally, we asked judges to describe a significant judicial secu-
rity concern they have experienced. We received 227 open-
ended responses describing various concerning judicial security 
experiences ranging from inappropriate communications to 
physical attacks. A coding scheme was developed based on 
themes present through the judges’ responses. Three primary 
themes of inappropriate communications, threats, and physical 
attacks emerged (see Table 4).  Judges provided over 100 exam-
ples of explicit threats toward them and their families. In these 
examples, judges described people approaching them at their 
homes and in public, as well as posting about them online on 
social media. Most threats described intentions to commit vio-
lence at the courthouse or judges’ homes. Finally, several judges 
described their experiences of being physically attacked. Most of 
these attacks happened in the courtroom, where defendants 
scaled the bench or threw objects at the judge (e.g., a chair). 
However, some judges described violent attacks in their homes 
(see Table 4 for an example). Other judges described damage to 
their property, such as having tires slashed, their car’s gas tank 
filled with a foreign substance, and bombs delivered to the cour-
thouse. Sadly, many judges reported an inadequate response to 
their concerning security experiences. 

JUDICIAL SECURITY NEEDS 
The fourth and final section of the survey measured judicial 

security needs. More specifically, we asked judges a series of 
questions about the need for a national judicial security center 
for state judges, the benefits of continuing judicial education, 
and ideas for additional resources that would be helpful for 
judges to address their security concerns. 

Judges were asked three questions about the need for a 
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FIGURE 6 
NUMBER OF SAFETY BEHAVIORS BY CONCERNING 

SECURITY EXPERIENCE

FIGURE 7 
TO WHOM DID JUDGES REPORT THEIR MOST SERIOUS 

SECURITY CONCERN?

FIGURE 8 
RESPONSE TO JUDGES’ MOST SERIOUS SECURITY CONCERN 

FIGURE 9 
EFFECTS OF GENDER ON FEELING MOST SIGNIFICANT 

SECURITY CONCERN WAS TAKEN SERIOUSLY
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44. R2 = .03, F(1, 379) = 12.68, p < .001.
45. F(1, 384) = 5.40, p = .021.
46. R2 = .05, F(1, 379) = 21.51, p < .001.

47. Salas, supra note 2.
48. FACILITIES AND SECURITY, supra note 7.

national judicial security center serving state court judges. Judges 
indicated the extent to which they agreed that it would be bene-
ficial to have a security center that provides educational pro-
grams on judicial security; to hold symposiums on major, recent 
security incidents; and to create and maintain a judicial threat 
database (see Figure 10). Judges who reported a previously con-
cerning security experience were significantly more supportive of 
all aspects of the national judicial security center for state court 
judges than those who had not.43 Support for the judicial secu-
rity center in all three dimensions was also associated with 

increased numbers of security measures taken.44 
Finally, we asked judges, “Would continuing judicial educa-

tion on judicial security be beneficial for judges?” Judges 
responded affirmatively to the benefits of continuing judicial 
education on judicial security, with those who reported a previ-
ously concerning security experience significantly more likely 
than those who had not to endorse continuing judicial education 
on judicial security.45 Increased belief that continuing judicial 
education on judicial security would be beneficial was associated 
with increased numbers of security measures taken.46  

DISCUSSION 
Recent and high-profile cases of judicial attacks, such as the 

murder of U.S. District Judge Esther Salas’s son and the 
attempted murder of her husband by a disgruntled lawyer,47 
highlight some of the dangers judges can face. Records of secu-
rity threats to federal judges indicate that security incidents and 
threats are an increasing problem.48 As there are no reporting 
standards for state judges, the extent of security problems faced 
by state judges is currently unknown. This study examined if 
judges perceive security concerns, if they experience security 
threats, what steps they take to protect themselves, and what 
security resources they desire. Individual factors, such as gender, 
experienced security concerns, and number of security behaviors 
enacted were also examined for their impact on judicial percep-
tions of security. The data supports both the notion that state 
judges are threatened and the need for legislative and funding-
related improvements for judicial security. 

PERCEPTIONS OF SECURITY CONCERNS 
Judges in our survey largely indicated that they had security 

concerns, with most judges worrying about their safety (82.7%) 
and the safety of their families (74.1%). Judges who had previ-
ously received an inappropriate communication or threat, those 
who reported engaging in more security behaviors, and women 
were more concerned about safety than their counterparts. More 
than 90% of judges surveyed also indicated that PII poses a secu-
rity threat. As high-profile cases such as the attack on Judge 
Esther Salas’s family have been facilitated by being able to find 
judges’ home addresses online, and judges in our sample 
reported many concerning security experiences, this nearly 
unanimous concern seems well-founded. This concern was par-
ticularly high among judges with a previous concerning security 
experience and those who reported engaging in more safety 
behaviors.  

When asked about safety in their courtrooms, more than three 
in ten judges (31.9%) indicated they did not feel safe in their 
courthouses or office buildings. Judges who had never received 
an inappropriate communication or threat felt safer than those 
who had. Taken together, judges reported substantial concern for 
their safety and the safety of those around them, though factors 
can serve to heighten this concern. 
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TABLE 4 
JUDGES’ EXPERIENCED SECURITY THREATS

THEME EXAMPLE QUOTES

Inappropriate  
Communications

“A litigant came to my home and attempted to 
discuss his case. I contacted the police and recused 
from his case.  Police did nothing or if they did the 
litigant was not arrested and the police never fol-
lowed up with me.”“An inappropriate communica-
tion was made via social media from a litigant 
about me, which included my children. I reported 
it to law enforcement. They took the report very 
seriously and investigated the matter thoroughly.” 

Threats

“I was threatened by a defendant that I had pre-
viously sentenced. He called my clerk more than 
once and said he was coming to kill me and blow 
up the courthouse. When they finally found who it 
was and picked him up, he tried to convince law 
enforcement to help him kill me. It went to trial, 
he was convicted, and the sentencing judge basi-
cally gave him time served. I was very disap-
pointed in the sentence. This case is a major reason 
I am retiring from the bench.”“I received a letter at 
work threatening to rape and kill my family and 
me. I gave the letter to law enforcement. I received 
no follow up.”“A confidential informant told law 
enforcement that a neighbor was going to enter my 
house with night vision goggles and shoot me and 
my family. He was eventually arrested and charged 
with firearms violations and sent to prison. I spent 
about 2 weeks sleeping with a shotgun watching 
the entrance before arrest occurred.” 

Physical Attacks

“A person attacked self and family at our home. 
Tried to slit my wife’s throat, daughter-tried to stab 
her in chest. I was struck over head, with object 
causing substantial head injury.”“I had a defendant 
(half-shackled to a wheelchair sitting directly next 
to me in court) throw feces at me. He was 
removed, the trial went forward in his absence, 
and I did not initiate contempt proceedings 
because he was mentally ill—he was found com-
petent by another judge subsequently. The security 
personnel—no subsequent action. The depart-
ment of corrections officer wrestled him down, or 
else he would have reached me physically. He was 
within 3 feet of me.” 
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49. Our Survey: 1 in 4 Judges Carries a Gun, National Judicial College,
Sept. 21, 2017, https://www.judges.org/news-and-info/1-in-4/.

50. Kim Parker, America’s Complex Relationship with Guns, Pew Research

Center, June 22, 2017, https://www.pewresearch.org/social-
trends/2017/06/22/americas-complex-relationship-with-guns/.

SECURITY TRAINING AND PLANNING 
When asked about any security training offered, more than 

half of judges reported receiving less than one day since becom-
ing a judge, with most getting security training as a continuing 
education credit. A week of security training increased the num-
ber of safety behaviors judges reported enacting compared to less 
or no training. Regardless of training, the most common security 
measures included locking doors and windows, limiting personal 
information online, and using a home security system. Nearly 
one-third of judges (31%) reported carrying a gun for protection, 
with male judges and those with a previous security concern hav-
ing an increased likelihood of carrying a gun. This statistic indi-
cates an increase from a previous internal survey, which found 
that 26% of judges carry a gun.49 Additionally, a study using a 
representative sample of U.S. adults suggests that approximately 
17% of U.S. adults have carried a gun for protection at least some 
of the time.50 This finding suggests heightened security concerns 
for judges compared to both the general public and a previous 
cohort of judges that should be explored further in future 
research.   

EXPERIENCED SECURITY THREATS 
Most judges (70.3%) reported receiving an inappropriate 

communication, conveyed through letters, verbal, or technologi-
cal means (e.g., social media, email, text). These inappropriate 
communications were mainly received at the courthouse, though 
a substantial percentage were received online, in public, and at 
home. Being female was associated with a higher risk of receiving 
an inappropriate communication.  

More than half of judges (56.1%) reported receiving a threat. 
Threats were largely verbal, but were also in written form (e.g., 
letters, social media, email, and text). Most threats were received 
at the courthouse, but some were online, in public, at home, in 
transit, or in some other place. A small subset of judges reported 
being physically attacked (and one judge indicated multiple 
physical attacks). Attacks mainly occurred in the courthouse, but 
attacks at home and in public were also reported. 

The overwhelming majority (though not all) of judges 
reported their most significant security concern largely to law 
enforcement, or security personnel, or both but often also to 
family, colleagues, and supervisors. In cases in which judges’ 
most serious security concerns were reported, about half 
involved additional security measures adopted, more than a third 
involved the suspect interviewed, one in five judges involved the 
subject being arrested, and on rare occasions, a protective order 
was put in place. Judges also reported that no subsequent actions 
were taken in more than a quarter of the cases. Judges largely felt 
that their most serious security concern was taken seriously, but 
this was more common for male judges than female judges. 
Future research should further investigate judges’ experiences 
reporting threats and explore why female judges’ concerns are 
taken less seriously (or perceived as being taken less seriously). 

JUDICIAL SECURITY NEEDS 
Judges were very supportive of enhanced training and security 

measures. Over 90% of judges felt a continuing education course 
on judicial security would be helpful. Nearly 80% of judges sup-
port a judicial security center that would provide programming 
and educational materials for state court judges. More than 80% 
of judges support the same security center providing a central-
ized database of security threats and incidents to replicate what 
federal judges already have. Judges were similarly enthusiastic 
about an annual symposium on judicial security, including case 
studies of incidents arising each year. Judges with concerning 
security experiences were most supportive of the proposed sym-
posium. When asked which measures they would like to enact, 
judges mentioned education and training for themselves and 
their staff (including court security), money to improve security 
equipment in courts (e.g., metal detectors, panic buttons, 
increased security personnel), and legislation and training to 
remove personally identifying information from the internet.  

Overall, our study indicates that security is a concern for all 
judges but is felt most keenly by judges who have had prior con-
cerning incidents. Female judges appear somewhat more con-
cerned about their safety and feel that their security concerns are 
taken somewhat less seriously than male judges. 

LIMITATIONS AND FUTURE DIRECTIONS 
This research is a first step in studying judicial security issues 

at the state court level. As with all studies, there are limitations. 
First, although a stratified random sample of judges was taken 
from the National Judicial College’s database of more than 
20,000 judges, this database does not represent all U.S. judges. 
Additionally, with a response rate of roughly 20%, it is possible 
that judges who were more concerned about security were more 
motivated to complete the survey. Future research should try to 
increase response rates and sample sizes, perhaps by partnering 
with judicial organizations at the state level. Furthermore, states 
might consider their own research to learn about judicial security 
considerations specific to their own state. 

The current sample was also predominantly White and served 
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FIGURE 10 
AGREEMENT WITH SECURITY REMEDIES BY PREVIOUS 

CONCERNING SECURITY EXPERIENCE
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as a general jurisdiction judge. Future research should perhaps 
stratify by identity backgrounds (i.e., race, ethnicity) and differ-
ent types of dockets (e.g., family-court judges) who may dispro-
portionately be impacted by security threats, as these subpopu-
lations were too limited in the present sample to draw any mean-
ingful conclusions. 

A final limitation stems from the inherent self-report nature of 
a survey. Self-reporting requires the respondent to remember and 
report behaviors accurately; incidents that were embarrassing, 
minor, or that occurred in the distant past are less memorable or 
desirable to report. Establishing a judicial security center or other 
centralized repository for data on threats and other incidents 
involving state judges would allow for a greater understanding of 
the dangers for state court judges, including the relative fre-
quency of threats. 

CONCLUSION 
The present study is among the first to examine perceptions 

of security and experiences of security threats among state court 
judges. Most judges indicated they were concerned about their 
safety and the safety of their family and were especially con-
cerned about the availability of personally identifying informa-
tion online. These sentiments likely stem, at least in part, from 
experience, as most judges indicated that they had experienced 
at least one inappropriate communication or threat. 

Judges who reported carrying a gun for protection were more 
worried about their safety and the safety of others than judges 
who did not. Nearly one in three judges reported ever carrying a 
gun for protection while serving, indicating serious security con-
cerns. Judges with a previous security concern perceived greater 
danger than those without this experience. Furthermore, gender 
effects indicate that female judges perceive somewhat greater 
danger than male judges, which could be rooted in reality—
female judges were more likely to receive an inappropriate com-
munication than male judges (though both genders were equally 
likely to receive a threat). Additionally, when reporting a serious 
security concern, judges generally felt their concern was taken 
seriously, but female judges felt less heard than male judges.  

Judges want to improve judicial security. Judges indicated 
they would appreciate security training for themselves and their 
staff; a judicial security center that would provide both security 
education and a centralized repository of threats and incidents to 
equalize that which is available to federal judges; funds to 
upgrade security measures in their courthouses; legislation 
passed that would allow them to remove their personally identi-
fying information from the internet; and assistance removing 
their and their family’s personally identifying information from 
the internet once it is possible for them to do so. The data suggest 
that judges who experienced a security concern were more likely 
to increase their security measures. One of the patterns that 
seems to exist from the data is that judges are more likely to take 
security precautions seriously as the threats against them occur. 
This pattern of not prioritizing judicial security until it is already 
a problem appears to exist among state legislatures as well. While 
it was not a specific topic we explored, the authors note that 
existing laws and regulations are often created in reaction to hor-
rific crimes against judges. By shifting to a proactive rather than 
reactive approach to legislating judicial security, perhaps future 
tragedies can be prevented.  

Judges are entrusted with upholding the rule of law. They are 
meant to do their duties divorced from their views, beliefs, or 
potential consequences—a task made much more difficult if their 
safety and their family’s safety are legitimately compromised 
because of their position. As U.S. Circuit Judge Richard J. Sulli-
van stated, “The safety of judges and their families is essential—
not just to the individuals involved, but to our democracy. Our 
system of justice depends on judges who are free to carry out 
their Constitutional duties without fear of reprisal or violence.” 

Christine McDermott, Ph.D., is a graduate of the 
University of Nevada, Reno’s Interdisciplinary 
Social Psychology Ph.D. Program. She is a 
researcher at the National Judicial College. Her 
work explores legal and judicial decision-making 
across a wide spectrum of topics. 

Evan Murphy, Ph.D., is a graduate of the Univer-
sity of Nevada, Reno’s Interdisciplinary Social Psy-
chology Ph.D. Program and a former researcher at 
the National Judicial College. He now oversees 
research and evaluation efforts of reentry, and 
other workforce development programs, as a 
Senior Evaluation Specialist in the U.S. Depart-
ment of Labor’s Chief Evaluation Office. 

Patrick Grimes is the Chief Financial Officer at 
the National Judicial College.  He is involved in 
research related to judicial education.  His per-
sonal interests relate to understanding and mea-
suring outcomes related to specific training pro-
grams. 

John F. Muffler, MS, CTM, Principal of Aequitas 
Global Security, LLC, is a strategic consultant for 
judicial officers, public figures, and victims of 
domestic violence on anti-assassination strategies 
and the assessment and management of situa-
tions that might pose a hazard to their safety or 
well-being. He serves as adjunct faculty for the 
National Judicial College, the National Council 

of Juvenile and Family Court Judges, Florida Judiciary’s College of 
Advanced Judicial Studies, committee member for the American Bar 
Association’s Judicial Division, faculty/consultant for the National 
Center for State Courts, and is a Strategic Advisor for Gavin de Becker 
& Associates. He is a retired United States Marshals Service Chief 
Inspector that led the National Center for Judicial Security. 
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APPENDIX A: PATERN OF RESULTS BETWEEN GROUPS

RECEIVED  
INAPPROPRIATE 

COMMUNICATION

RECEIVED 
THREAT

# SECURITY 
PRECAUTIONS 

TAKEN

APPOINTED 
VS. ELECTED

GENDER RACE
AREA OF 

PRACTICE

PERCEPTIONS 
OF SAFETY 
THREATS

Worry About 
Own Safety

Significant Significant Significant
Non- 

Significant
Marginal

Non- 
Significant

Non- 
Significant

Feel Being a 
Judge is 

Becoming More 
Dangerous

Significant Significant Significant
Non- 

Significant
Significant

Non- 
Significant

Non- 
Significant

Worry About 
Family Safety

Significant Significant Significant
Non- 

Significant
Non- 

Significant
Non- 

Significant
Significant

Worry about 
PII online

Significant Significant Significant Significant
Non- 

Significant
Non- 

Significant
Non- 

Significant

Feel Their 
Court Is Safe

Non- 
Significant

Significant
Non- 

Significant
Significant Marginal

Non- 
Significant

Non- 
Significant

Threatened by 
Decision

Non- 
Significant

Significant Significant
Non- 

Significant
Significant

Non- 
Significant

Non- 
Significant

SAFETY 
BEHAVIORS

Reported 
Carrying a Gun 
for Protection

Significant Significant N/A Significant Significant
Non- 

Significant
Significant

Experiencing 
Security 
Training

Non- 
Significant

Non- 
Significant

Significant
Non- 

Significant
Non- 

Significant
Non- 

Significant
Non- 

Significant

SECURITY 
THREATS

Received 
Inappropriate 

Communication
N/A

Non- 
Significant

Significant
Non- 

Significant
Significant

Non- 
Significant

Significant

Received Threat
Non- 

Significant
N/A Significant

Non- 
Significant

Non- 
Significant

Non- 
Significant

Significant

Felt Their Most 
Serious Safety 
Concern Was 

Taken Seriously

Non- 
Significant

Non- 
Significant

N/A
Non- 

Significant
Significant

Non- 
Significant

Non- 
Significant

SECURITY 
NEEDS

Support a 
Judicial Security 

Center with 
Educational 

Programming

Significant Significant Significant
Non- 

Significant
Non- 

Significant
Non- 

Significant
Significant

Support a 
Security 

Symposium
Significant Significant Significant

Non- 
Significant

Non- 
Significant

Non- 
Significant

Non- 
Significant

Support a 
Judicial Security 
with a Database 

of Threats

Significant Significant Significant
Non- 

Significant
Non- 

Significant
Significant

Non- 
Significant

Support 
Continuing 

Judicial 
Education on 

Security

Significant Significant Significant
Non- 

Significant
Marginal Significant

Non- 
Significant

Note: Appointed vs. elected compares appointed and elected judges. Gender compares male and female judges. Race compares White to Non-White judges. Received 
inappropriate communication and received threat compares judges who have received such communication to those who had not. Area of practice compared admin-
istrative law judges to all other types of judges. 
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SECTION I. OVERVIEW AND SCHEDULE 

A. Introduction

This request for proposals (RFP) is issued by the New Hampshire Judicial Branch (NHJB) through the 

Administrative Office of the Courts (hereinafter jointly referred to as AOC) to solicit proposals for a 

contractor-supplied physical security risk and vulnerability assessment of NH Judicial Branch facilities.  

B. Schedule

The following table provides a Schedule of Events for this RFP through contract finalization and Notice to 

Proceed.  NHJB reserves the right to amend this Schedule at its sole discretion and at any time through a 

published Addendum.  

EVENT DATE LOCAL TIME 

RFP Released to Vendors (Advertisement) October 8, 2024 

Vendor Inquiry Period Ends October 21, 2024 11:59 PM 

Final NHJB Responses to Vendor Inquiries October 24, 2024 11:59 PM 

Vendors Submit Proposals November 12, 2024 11:59 PM 

Estimated Notification of Selection and Begin 

Contract Development 

November 29, 2024 

C. Purpose and Background

The New Hampshire Judicial Branch (NHJB) is a constitutionally separate but co-equal branch of government 

within the State of New Hampshire. NHJB’s mission is: 

[t]o preserve the rule of law and protect the rights and liberties guaranteed by the United States and New

Hampshire Constitutions, the courts will provide accessible, prompt, and efficient forums for the fair and

independent administration of justice, with respect for the dignity of all we serve.

NHJB consists of the Supreme Court, Superior Court, Circuit Court, and the Administrative Office of the 

Courts. Within the Administrative Office of the Courts is the Court Security Department. The Department is 

responsible for providing safety and security for judges and non-judicial employees throughout court 

facilities. The Bureau of Court Facilities, a bureau in the Executive Branch Department of Administrative 

Services, is responsible for providing the court facilities.   

For this project, the Administrative Office of the Courts is seeking a vendor to conduct both a physical security 

risk assessment and a broader vulnerabilities assessment at each of the court facilities located in 39 different 

locations throughout the State of New Hampshire. The full list of locations is in Appendix E.  

 Information regarding the NHJB can be found on the NHJB website at https://www.courts.nh.gov/. 
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D. Contract Term

The resulting contract shall be a Firm Fixed Price/Not To Exceed contract. The contract term shall commence 

on the effective date of the contract as defined herein and run through December 31, 2025 subject to continued 

availability of funding. Following the initial term of the contract, the AOC may opt to renew the contract for 

the additional 6-month period, through June 30, 2026, at the sole option of the AOC, subject to continued 

availability of funding and satisfactory performance.  

The AOC anticipates awarding one contract resulting from this RFP process. 
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SECTION II. SCOPE OF SERVICES TO BE PROVIDED 

A. Scope of Work

The successful vendor will deliver the following objectives and tasks: 

1. Project Objectives

a. Identify and assess the overall security risks and vulnerabilities to include determining

Facility Security Level (FSL) associated with each facility listed in Appendix E

attached to this RFP;

b. Recommend options to mitigate and remediate each of the identified risks and

vulnerabilities;

c. Produce a Security Risk Assessment and Vulnerability Assessment Report;

d. Produce schematic design(s) for recommended physical improvements to building and

surrounding site area facility; and

e. Provide a security plan and an emergency operation plan for each facility.

2. Task 1 – Facility Security Level (FSL) Assessment

a. The contractor shall conduct a FSL Assessment on each of the 39 facilities listed in

Appendix E. The FSL Assessment will correspond to a level of risk that relates

directly to a Level of Protection (LOP) and associated set of baseline security

measures.  The integration of the Physical Security Criteria (PSC) is predicted on an

FSL designation.

b. The FSL is based on the analysis of security-related facility factors listed below, which

then serve as the basis for the implementation of certain protective measures specified

in the Facility Security Management Process.

i. Mission Criticality

ii. Symbolism

iii. Facility Population

iv. Facility Size

v. Threats to Facilities

3. Task 2 – Security Risk and Vulnerability Assessments and Recommendations

a. The contractor shall:

i. Provide a thorough review and evaluation of all aspects of the physical security

features of the listed facilities to identify risks.

ii. Provide FSL assessments in accordance with the Facility Security Management

Process, which shall (1) identify security related threats from internal and

external sources during and after operating hours, (2) identify critical assets,

(3) identify security scenarios on which to base the security program, (4)
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analyze vulnerabilities, (5) assess impacts of threat scenarios, (6) identify 

actions that mitigate risk, and (7) provide an analysis of mitigation actions 

using a risk matrix scoring approach with risk scores that consider likelihood 

and severity of impacts. 

iii. Review listed facilities security systems, as well as court and security

operational policies and procedures that impact safety and security and provide

recommendations.  Recommendations shall include, any physical changes,

equipment recommendations, upgrades, associated estimates, and any

recommended changes to policies and procedures.  Recommendations shall be

aligned with all building and fire codes and security best practices.

iv. Cyber-terrorism threats are not included in the scope of this RFP.  IT,

computer, and communication systems will only be reviewed to the extent as

they interconnect with physical access: cyber-physical convergence

vulnerabilities.

v. Produce and deliver written Security Risk Assessment and Security

Vulnerability Assessment Reports for each of the 39 facilities identified in

Appendix E.  The reports shall detail findings and present a summary of

recommended solutions to address identified risks and vulnerabilities.  The

reports shall include:

A. Identification of multiple solutions for identified risks and/or

vulnerabilities.

B. A cost estimate for implementation of all recommended solutions.

C. A prioritized implementation plan and timeline for all

recommendations.

D. Identification and documentation of any federal funding opportunities

that may be available to assist with implementation of

recommendations.

vi. The Physical Security Risk Assessment Report shall be presented in the

following format:

A. Site Information

B. Site Description

C. Methodology

D. Approach

E. Facility Security Level Determination

F. Risk and Vulnerability Assessment Information and findings.

vii. The Security and Vulnerability Assessment Report shall include:

A. Site Vulnerabilities and the Corresponding Options for Consideration

grouped in the following categories:

a. Security, Safety and Resilience Management
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b. Security Force, including but not limited operational risks

c. Risks associated with court operations and procedures

d. Alerting and Notification

e. Perimeter Security

f. Parking, Barriers, and Standoff

g. Access Control/ Entry control

h. Building Envelope

i. Electronic Security Systems

j. Illumination.

viii. Draft Security Risk Assessment and Vulnerability Assessment Reports shall be

submitted electronically to the AOC project manager identified in the contract

in both Word and PDF formats.

ix. Security Risk Assessment and Vulnerability Assessment Reports shall be

submitted withing (10) business days after each site assessment is complete.

The final version of the reports shall be submitted no later than (5) business

days after the New Hampshire Judicial Branch completes its internal review

and editing process and the contractor has answered all questions.

x. Security Risk Assessment and Vulnerability Assessment Reports and any work

product shall be considered property of the New Hampshire Judicial Branch,

and the contractor shall maintain a non-disclosure agreement.

xi. The contractor shall provide in-person presentations regarding the assessment

and reports for seven (7) of the thirty-nine (39) facilities identified by the New

Hampshire Judicial Branch, including the supreme court, two superior courts

(selected by the Chief Justice of the Superior Court in consultation with the

Assistant Director – Safety and Security), three circuit courts (selected by the

Administrative Judge of the Circuit Court in consultation with the Assistant

Director – Safety and Security) and the Administrative Office of the Courts.

The presentations will be held at the Administrative Office of the Courts, One

Granite Place in Concord, NH.

4. Task 3 – Project Management, Meeting, and Quality Assurance/Quality Control

(QA/QC)

a. Contract shall keep the AOC fully apprised of the project by providing timely

meetings and other forms of communication including, but not limited, to:

i. Maintaining a designated Project Manager who will be the point of contact for

the AOC.  This individual shall attend all meetings and be responsible for the

overall coordination of all project communication, activities, and deliverables.

ii. Scheduling and leading kickoff meetings and/or workshops shall be scheduled

within (30) days of a final contract being awarded.
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iii. Within seven (7) business days of receiving the site list, the contractor shall

provide to the state a master schedule detailing when each building assessment

will be completed.

iv. The AOC reserves the right to prioritize facilities in scheduling.

v. The AOC will coordinate a vendor assessment team access to facilities prior to

each assessment. The Assistant Director – Safety and Security will be the AOC

lead and point of contact for the selected vendor throughout the contract term.

B. Vendor Qualification Requirements

1. Minimum vendor qualification requirement (a vendor who fails to meet all the minimum

vendor qualification requirements will be deemed non-compliant and will be disqualified

from further consideration).

a. Vendor must have a minimum of ten (10) years’ experience providing physical security

assessments.  Please provide references with name and contact information.

b. Vendor must have no conflict of interest regarding any work performed by the firm or by the

State of New Hampshire.

c. Vendor shall be independent and non-product affiliated security consulting firms.  Project leads

shall be credentialed through the American Society for Industrial Security International (ASIS) as

Physical Security Professionals (PSP) or similar levels of professional certifications to perform a

security risk assessment.

d. Vendor shall have successfully fulfilled contracts of similar scope, scale, terms, and costs.  Please

provide a summary of such contracts.

2. Preferred Experience and Qualifications for Vendor.

a. Experience providing physical security assessments in court facilities.  Please provide a summary.

3. Registration with the Secretary of State. For an out of state vendor, they must have a valid

Certificate of Authority to transact business, as required by New Hampshire law RSA 293-A. The

form for applying for a Certificate of Good Standin can be acquired through the New Hampshire

Secretary of State's website at: https://sos.nh.gov/corporation-ucc-securities/corporation/forms-

and-fees/

This requirement must be satisfied by applying for a Certificate of Authority before the effective

date of the contract resulting from this RFP.
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SECTION III. RFP PROCESS 

A. Agency Point of Contact/Restriction of Contact with Agency Employees

The sole point of contact for this RFP, from the RFP issue date until the resulting contract is effective: 

Assistant Director Takhmina Rakhmatova 

procurement@courts.state.nh.us 

From the date of release of this RFP until the award is made and announced regarding the selection of a vendor, 

all communication with personnel employed by or under contract with the NHJB regarding this RFP is 

prohibited unless first approved by the RFP Sole Point of Contact. NHJB employees have been directed not to 

hold conferences and/or discussions concerning this RFP with any potential contractor during the selection 

process, unless otherwise authorized by the RFP Sole Point of Contact. Vendors may be disqualified for 

violating this restriction on communications. 

B. Vendor Inquiries

All contact concerning this RFP, including but not limited to, requests for clarifications, questions, any changes 

to the RFP, must be submitted via email and received by the Point of Contact by the end of vendor inquiry 

period (see Schedule of Events herein).   

The email subject must be as follows: INQUIRIES TO RFP NHJB-2024-02 

The vendor must identify the RFP name, page number and relevant paragraph and include the vendor’s name, 

telephone number, and e-mail address.  

The AOC’s responses to properly submitted inquiries will be posted on the following website on or before the 

date specified in the Schedule of Events: https://www.courts.nh.gov/our-courts/supreme-

court/about/administrative-office-courts/rfps-and-rfis  

The AOC may consolidate and/or paraphrase questions for sufficiency and clarity. Oral statements, 

representations, clarifications, or modifications concerning the RFP shall not be binding upon the AOC. 

Official responses by the AOC will be made only in writing by the process described above. It is the 

responsibility of vendors to review the most updated information related to this RFP before submitting a 

proposal.  

C. RFP Addendum

The AOC reserves the right to amend this RFP at its discretion, prior to the Proposal submission deadline.  In 

the event of an addendum to this RFP, the AOC, at its sole discretion, may extend the Proposal submission 

deadline, as it deems appropriate. 
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D. Property of the NHJB

All material received in response to this RFP shall become the property of the NHJB and will not be returned 

to the vendor.  Upon Contract award, the NHJB reserves the right to use any information presented in any 

Proposal. 

E. Confidentiality of a Proposal

Unless necessary for the approval of a contract, the substance of a proposal must remain confidential until the 

Effective Date of any contract resulting from this RFP.  A vendor’s disclosure or distribution of Proposals 

other than to the AOC will be grounds for disqualification. 

F. Public Disclosure

The content of each vendor’s Proposal shall become public information upon the award of any resulting 

Contract. Any information submitted as part of a response to this RFP may be subject to public disclosure 

under applicable law.   

Confidential, commercial or financial information may be exempt from public disclosure under applicable law. 

If you believe any information being submitted in response to this request for proposal, bid or information 

should be kept confidential as financial or proprietary information, you must specifically identify that 

information in a letter to the AOC and must mark/stamp each page of the materials that you claim must be 

exempt from disclosure as “CONFIDENTIAL”. A designation by the vendor of information it believes exempt 

does not have the effect of making such information exempt. The AOC will determine the information it 

believes is properly exempted from disclosure.  Marking of the entire Proposal or entire sections of the Proposal 

as confidential will neither be accepted nor honored. Notwithstanding any provision of this RFP to the contrary, 

vendor pricing will be subject to disclosure upon approval of the contract. If a request is made to the AOC to 

view portions of a Proposal that the vendor has properly and clearly marked confidential, the AOC will notify 

the vendor of the request and of the date the AOC plans to release the records. To halt the release of information 

by the AOC, a vendor must initiate and provide to the AOC, prior to the date specified in the notice, a court 

action in the Superior Court of the State of New Hampshire, at its sole expense, seeking to enjoin the release 

of the requested information. 

By submitting a proposal, vendors acknowledge and agree that: 

• The AOC may disclose any and all portions of the proposal or related materials which are not marked

as confidential and/or which have not been specifically explained in the letter to the person identified as

the point of contact for this RFP;

• The AOC is not obligated to comply with a vendor’s designations regarding confidentiality and must

conduct an independent analysis to assess the confidentiality of the information submitted in your proposal;

and

• The AOC may, unless otherwise prohibited by court order, release the information on the date specified

in the notice described above without any liability to a vendor.
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G. Ethical Requirements

From the time this RFP is published until a contract is awarded, no vendor shall offer or give, directly or 

indirectly, any gift, expense reimbursement, or honorarium, as defined by RSA 15-B, to judicial or non-judicial 

employee of the AOC, any elected official, public official, public employee, constitutional official, or family 

member of any such official or employee who will or has selected, evaluated, or awarded an RFP. Any vendor 

who has been convicted of an offense based on conduct in violation of this section, which has not been 

annulled, or who is subject to a pending criminal charge for such an offense, shall be disqualified from bidding 

on the RFP. A vendor that was disqualified under this section because of a pending criminal charge which is 

subsequently dismissed, results in an acquittal, or is annulled, may notify the AOC.  

H. Non-Commitment

Notwithstanding any other provision of this RFP, this RFP does not commit the AOC to award a Contract. 

The AOC reserves the right, at its sole discretion, to reject any and all Proposals, or any portions thereof, at 

any time; to cancel this RFP; and to solicit new Proposals under a new acquisition process. 

I. Compliance

Vendors must be in compliance with applicable federal and state laws, rules and regulations, and applicable 

policies and procedures adopted by the AOC currently in effect, and as they may be adopted or amended 

during the contract period. It is vendor’s responsibility to determine the applicability and requirements of any 

such laws, rules and regulations.  

J. Proposal Cost

By submitting a Proposal, a vendor agrees that in no event shall the AOC be either responsible for or held 

liable for any costs incurred by a vendor in the preparation of, or in connection with the Proposal, or for oral 

presentation or product demonstration if any. 
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SECTION IV. PROPOSAL SUBMISSION REQUIREMENTS 

A. Proposal Submission, Deadline, and Location Instructions

Proposals must be submitted via E-mail to procurement@courts.state.nh.us. 

Proposals must be clearly marked as follows: 

NEW HAMPSHIRE JUDICIAL BRANCH 

RESPONSE TO RFP NHJB-2024-02 

SECURITY RISK AND VULNERABILITY ASSESSMENT OF NH JUDICAL BRANCH 

FACILITIES 

The email subject must be as follows: RESPONSE TO RFP NHJB-2024-02 

Proposals must be received no later than the time and date specified in the Schedule of Events section. Late 

submissions may not be considered for contract award.  Delivery of the Proposals shall be at the Bidder’s 

expense. NHJB accepts no responsibility for mislabeled email or email that is not delivered or undeliverable 

for whatever reason.  

B. Validity of Proposal

The proposal shall be signed by a person authorized to legally bind the Bidder and shall contain a statement 

that the proposal and the pricing contained therein will remain valid for hundred and eighty (180) days 

following the deadline for submission of Proposals in Schedule of Events, or until the effective date of any 

resulting Contract, whichever is later. 

C. Proposal Format

a. For clarity, the proposal should be typed or printed. Proposals should be single-spaced with 1”

margins on white 8 1/2” x 11” paper using a font no smaller than 12-point Times New Roman

or similar. The proposal must be in the searchable PDF format.

b. Bidders must respond to each question and instructions listed in Appendix C of this RFP.

Number each response in the proposal to correspond to the relevant question or instructions of

the RFP.

c. All pages of the proposal should be numbered consecutively beginning with number 1 on the

first page (not including the cover page or table of contents pages) through to the end, including

all forms and attachments. Bidder’s name should appear on every page, including attachments.

d. All electronic documents should be formatted for printing as formatting will not be adjusted

prior to printing and review of these documents.

e. It is the responsibility of the Bidder to provide all information requested in the RFP package

at the time of submission. Failure to provide information requested in this RFP may, at the

discretion of the AOC, result in a lower rating for the incomplete sections and may result in

the proposal being disqualified for consideration.

f. The Bidder shall complete and submit the “Proposal Cover Page” provided in Appendix A of

this RFP and provide it with the Bidder’s proposal. The cover page must show the specific
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information requested, including Bidder address(es) and other details listed. The proposal 

cover page shall be dated and signed by a person authorized to enter into contracts on behalf 

of the Bidder.  

g. The Bidder should complete and submit the “Debarment and Non-collusion Certification

Form” provided in Appendix B of this RFP. Failure to provide this certification may result in

the disqualification of the Bidder’s proposal, at the discretion of the AOC.

NAWJ | pg. 25



NEW HAMPSHIRE JUDICIAL BRANCH 

RFP NHJB-2024-02 

Security Risk and Vulnerability Assessment of NH Judicial Branch Facilities 

15 

SECTION V. EVALUATION OF PROPOSALS 

A. Criteria for Evaluation and Scoring

The AOC will evaluate each responsive proposal using a scoring scale of 100 points which will be 

distributed as set forth in the table below:  

CATEGORIES POINTS 

Technical Proposal 

Proposed specifications for work to be performed 25 

Vendor Experience and Qualifications (including but not limited to vendor 

and vendor staff qualifications, experience with similar scope and scale, 

references from contracts for services with a similar scope and scale) 

45 

Cost Proposal 30 

TOTAL MAXIMUM POINTS 100 

The review team will use a consensus approach to evaluate the proposals.  The Vendor receiving the 

highest number of evaluation points will be recommended for contract negotiations.  

B. Oral Interviews and Product Demonstrations

The AOC reserves the right to invite vendors to oral interviews and/or product demonstrations. The NHJB 

retains the sole discretion to determine whether to conduct oral interviews, with which vendors, and the 

number of interviews. Vendors are advised that the AOC may decide to conduct interviews with less than all 

responsive vendors.   

The purpose of oral interviews and product demonstrations is to clarify and expound upon information 

provided in the written proposals. Information gained from oral interviews and product demonstrations will 

be used to refine technical review scores assigned from the initial review of the proposals. Vendors are 

prohibited from altering their proposals during the oral interviews and product demonstrations. Therefore, 

Vendors should submit proposals that present their rates and other information as clearly and completely as 

possible.  

The AOC may ask the vendor to provide written clarifications of elements in their proposal regardless of 

whether it intends to conduct oral interviews. 

C. Cost Proposal Scoring

Cost proposals will be reviewed upon completion of the final technical scoring of proposals. Vendors are 

advised that this is not a low bid award and that the scoring of the cost proposal will be combined with the 

scoring of the technical proposal to determine the overall highest scoring vendor.   

NAWJ | pg. 26



NEW HAMPSHIRE JUDICIAL BRANCH 

RFP NHJB-2024-02 

Security Risk and Vulnerability Assessment of NH Judicial Branch Facilities 

16 

Best and Final Offers: The AOC may seek a best and final offer (BAFO) from any Bidder in this 

procurement process. All Bidders are expected to provide their best value pricing with the submission of 

their proposal. 

D. Negotiations and Selection

1. The AOC reserves the right to waive minor or immaterial deviations from the RFP requirement

if determined in the best interest of the NHJB.

2. The final decision regarding the award of the contract is subject to approval by the Director of

AOC and the Administrative Council (if applicable).

3. If the AOC determines to make an award, it will issue an “intent to negotiate” notice to a

vendor based on these evaluations.  The AOC reserves the right to negotiate with the successful

Bidder to finalize a contract at the same rate or cost of service as presented in the selected

proposal. Such negotiations may not significantly vary the content, nature or requirements of

the proposal or the AOC’s Request for Proposals to an extent that may affect the price of goods

or services requested. The AOC reserves the right to terminate contract negotiations with a

selected Bidder who submits a proposed contract significantly different from the proposal they

submitted in response to the advertised RFP. In the event that an acceptable contract cannot

be negotiated with the highest ranked Bidder, the AOC may withdraw its award and negotiate

with the next-highest ranked Bidder, and so on, until an acceptable contract has been finalized.

Alternatively, the AOC may cancel this RFP, and solicit new proposals under a new acquisition

process.

4. The AOC reserves the right to reject any and all Proposals or to make multiple awards.
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SECTION VI. CONTRACT DOCUMENT 

A. The Selected Bidder will be required to execute a contract in the form of the NHJB Standard Terms

and Conditions which is attached as Appendix D.

B. To the extent that a vendor believes that exceptions to the standard form contract will be necessary

for the vendor to enter into the Agreement, the vendor should note those issues during the vendor

inquiry period. The AOC will review requested exceptions and accept, reject or note that it is open

to negotiation of the proposed exception at its sole discretion.  If the AOC accepts a vendor’s

exception the AOC will, at the conclusion of the inquiry period, provide notice to all potential

bidders of the exceptions which have been accepted and indicate that exception is available to all

potential bidders.  Any exceptions to the standard form contract that are not raised during the

Vendor inquiry period are waived.  In no event is a vendor to submit its own standard contract terms

and conditions as a replacement for the NHJB’s terms in response to this solicitation.

C. Allocation of funds is final upon successful negotiations and execution of the contract, subject to the

review and approval of the Director of the Administrative Office of the Courts, and NHJB

Administrative Council (if applicable). Contracts are not considered fully executed and valid until

approved by the Director and the Council and funds are encumbered. No contract is effective unless

signed by the Director.
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PROPOSAL COVER PAGE 

RFP NHJB-2024-02 

PHYSICAL SECURITY RISK AND VULNERABILITY ASSESSMENT OF NH JUDICAL 

BRANCH FACILITIES 

Bidder’s Organization Name: 

Chief Executive - Name/Title: 

Tel: E-mail:

Headquarters Street Address: 

Headquarters City/State/Zip: 

(Provide information requested below if different from above) 

Lead Point of Contact for Proposal - Name/Title: 

Tel: E-mail:

Local Office Street Address: 

Local Office City/State/Zip: 

• This proposal and the pricing contained therein will remain valid for hundred and eighty (180)

days following the deadline for submission of Proposals in Schedule of Events contained in the

RFP, or until the effective date of any resulting Contract, whichever is later.

• No personnel currently employed by the NHJB or any NH State agency participated, either directly

or indirectly, in any activities relating to the preparation of the Bidder’s proposal.

• No attempt has been made, or will be made, by the Bidder to induce any other person or firm to

submit or not to submit a proposal.

• The above-named organization is the legal entity entering into the resulting agreement with the

NHJB should they be awarded the contract.

• The undersigned is authorized to enter contractual obligations on behalf of the above-named

organization.

To the best of my knowledge, all information provided in the enclosed proposal, both 

programmatic and financial, is complete and accurate at the time of submission. 

Name (Print): Title: 

Authorized Signature: Date: 
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APPENDIX B 

DEBARMENT AND NON-COLLUSION CERTIFICATION 

RFP NHJB-2024-02 

SECURITY RISK AND VULNERABILITY ASSESSMENT OF NH JUDICAL BRANCH 

FACILITIES 

By signing this document, I certify to the best of my knowledge and belief that the aforementioned 

organization, its principals and any subcontractors named in this proposal: 

a. Have not, within the past 2 years, been convicted of, or pleaded guilty to, a violation of RSA

356:2, RSA 356:4, or any state or federal law or county or municipal ordinance prohibiting

specified bidding practices, or involving antitrust violations, which has not been annulled;

b. Have not been prohibited, either permanently or temporarily, from participating in any public

works project pursuant to RSA 638:20;

c. Have not previously provided false, deceptive, or fraudulent information on a vendor code

number application form, or any other document submitted to the state of New Hampshire, which

information was not corrected as of the time of the filing of a bid, proposal, or quotation;

d. Are not currently debarred from performing work on any project of the federal government or the

government of any state;

e. Have not, within the past 2 years, failed to cure a default on any contract with the federal

government or the government of any state;

f. Are not presently subject to any order of the department of labor, the department of employment

security, or any other state department, agency, board, or commission, finding that the bidder is

not in compliance with the requirements of the laws or rules that the department, agency, board,

or commission is charged with implementing;

g. Are not presently subject to any sanction or penalty finally issued by the department of labor, the

department of employment security, or any other state department, agency, board, or commission,

which sanction or penalty has not been fully discharged or fulfilled;

h. Are not currently serving a sentence or is subject to a continuing or unfulfilled penalty for any

crime or violation noted in this section;

i. Have not failed or neglected to advise the division of any conviction, plea of guilty, or finding

relative to any crime or violation noted in this section, or of any debarment, within 30 days of

such conviction, plea, finding, or debarment;

j. Have not been placed on the debarred parties list by the NH Department of Administrative

Services pursuant to RSA 21-I:11-c within the past year;

k. Have not been convicted of wage theft of its employees within the past 2 years;

l. Have not been convicted of a felony level offense involving worker safety practices within the past

2 years; or

m. Have not been found guilty, within the last 2 years, of misclassification of workers as independent

contractors, in violation of department of labor standards and the definition of employee in RSA

281-A:2.
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I further certify that: the Proposal submitted in response to this RFP, the prices, terms and conditions, 

and Work quoted have been established without collusion with other vendors and without effort to 

preclude the NHJB from obtaining the best possible competitive Proposal. The above-mentioned entities 

understand and agree that collusive bidding is a violation of state and federal law and can result in fines, 

prison sentences, and civil damage awards. 

Failure to provide this certification may result in the disqualification of the Bidder’s proposal, at 

the discretion of the NHJB. 

Name (Print): Title: 

Authorized Signature: Date: 
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APPENDIX C 

BIDDER RESPONSE TEMPLATE 

RFP NHJB-2024-02 

SECURITY RISK AND VULNERABILITY ASSESSMENT OF NH JUDICAL BRANCH 

FACILITIES 

Bidders must submit proposals in accordance with “Appendix C– Bidder Response Template”. 

The Bidder’s proposal should sequentially follow each section found in Appendix C and Bidder 

must answer each question that is asked in each section, as well as respond to all information 

sought. The AOC reserves the right to reject any and all proposals that do not follow this required 

formatting. All proposals must address the following: 

Section 1. Executive Summary 

• The executive summary, which must not exceed five (5) pages, must identify how the Vendor

satisfies the minimum standards for consideration, to include company size, availability of

local personnel, geographic location of area offices, and an identified point of contact.

Vendors are encouraged to highlight those factors that they believe distinguish their proposal.

As such, a Vendor Profile/Background which demonstrates adequate security and corporate

knowledge regarding court security is important.

Section 2. Vendor Entity Overview and Qualification 

a. Vendor Overview (5 Page Limit)

Identify the proposed role of the Vendor on the Project. Describe the major business areas of

the firm. Provide a high-level description of the firm’s organization and staff size. Discuss the

firm’s commitment to the public sector, experience with this type of Project Implementation,

and any experience in New Hampshire and/or in court systems. Demonstrate that the Vendor

has correctly estimated the magnitude of effort and resources necessary to implement the

Vendor’s Bid Proposal, and that the Vendor has the capabilities to perform the full Scope of

Work.

b. Prior Project Descriptions

Provide descriptions of no more than three (3) most recent similar projects completed. Each

project description should include:

• An overview of the project covering type of client, objective, project scope, role of

the firm and outcome.

• Project measures including proposed cost, actual project cost, proposed project

schedule and actual project schedule.

• Names and contact information (name, title, address and current telephone number)

for one or two references from the client; and

• Names and project roles of individuals on the proposal team for the New Hampshire

Project that participated in the project described.
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c. Financial Strength

Provide at least one of the following:

• The current Dunn & Bradstreet Report on the firm; or

• The firm’s two most recent audited financial statements; and the firm’s most recent

un-audited, quarterly financial statement; or

• The firm’s most recent income tax return. For example, either a copy of the IRS

Form 1065, U.S. Return of Partnership Income or Schedule E (IRS Form 1040)

Supplemental Income and Loss (for partnerships and S corporations); or IRS form

1120, U.S. Corporation Income Return. These forms are typically submitted when a

Vendor does not have audited financial statements.

d. Litigation

Identify and describe litigation in which the Vendor was a party in the last ten (10) years.

Discuss merits, current status and, if available, outcome of each matter.

Section 3. Qualifications of proposed staff 

Provide a resume not to exceed two (2) pages for each Vendor staff positions proposed to work on 

this project. Each resume should address the requirements in Services, Requirements and 

Deliverables including, but not limited to:  

• The individual’s educational background.

• An overview of the individual’s work history.

• The individual’s prior experience in security assessment, including assignment type (e.g. court,

retail, military, etc.), role and duration of the assignment.

• Any significant certifications held by, or honors awarded to the Candidate.

• Copies of completed training.

• A history of the individual’s applicable experience

Section 4. Subcontractor 

Vendors must provide information on any Subcontractor(s) proposed to work on this Project. 

Required information shall include but not be limited to:  

• Identification of the proposed Subcontractor and a description of the major business areas of

the firm and their proposed role on the Project.

• A high-level description of the Subcontractor’s organization and staff size.

• Discussion of the subcontractor’s experience with this type of Project.

• Discussion of how the Vendor will verify a subcontractor’s qualifications, background checks,

and performance as they relate to the Vendor’s specifications.

• Any other evaluations, assessments, course completions used for employment.

• Resumes of key subcontractor personnel proposed to work on the Project.

• Two (2) references from companies or organizations where they performed similar services (if

requested by the State).

Section 5. Detailed Explanation of Plan of Operation: 
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Vendor must describe in detail how Section II of this RFP will be performed and include a 

project plan and timeline with a comprehensive and clear description of the plan for 

deliverables with the estimated timeframes for each and the role of each staff.  

 Section 6. COST PROPOSAL 

Cost Proposal must be submitted separately from the Technical Proposal 

The cost proposal must include a proposed deliverable payment structure, including the 

cost for each location specified in Appendix E, and any information necessary to ensure 

understanding of the cost proposal provided. 
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National Center for State Courts

HOME SECURITY AUDIT AND RECOMMENDATIONS
Even though reports indicate that judges and other judicial branch personnel are more likely to 
be injured in a fall at home or in an automobile accident than in a work-related assault, increased 
violence in recent years has resulted in three judges being murdered at home. These deaths were 
directly connected to cases over which they presided. The home security audit that follows is 
designed to identify security risks and provide judges and other judicial branch personnel with 
basic personal security recommendations that can be used to protect them and their homes.

PERIMETERS/EXTERIOR OF THE HOME
1. Does the home have perimeter lighting? Yes  No 

Recommendation: It is important that the entire yard is illuminated at 
night, without shadows.

Recommendation: Install motion detector lights for interior and 
exterior protection. Outside motion detector lights can be installed to 
automatically turn on interior lights, giving the impression someone 
has entered a room, at the same time the outside lights turn on.

2. Does the home have trees and shrubs that are overgrown to the point Yes  No  
where they block easy view from within?

Recommendation: Trim or remove thick shrubbery from window 
areas and replace them with shrubs that have thorns, like roses, near 
windows.

Recommendation: Trim or remove trees that may provide access to 
upper floor windows or balconies, and make sure trees or shrubs do 
not block a clear view of entries and windows from the street.

3. Does the home have outbuildings (detached garage, pool house, Yes  No 
storage buildings) located on the property?

Recommendation: Include all outbuildings into the main security 
system. Install quality residential locks on the buildings.

4. Do all perimeter doors provide protection from intruders? Yes  No 

Recommendation: All perimeter doors should be solid core wood or 
steel with a deadbolt lock, in addition to any other locking device.

The door should have a peep hole installed to view any visitors prior 
to granting access to the home. No glass should be on the door that 
can be broken to gain entry. It is important that a three-inch strike 
plate for screws be installed in all entry doors.
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Recommendation: Secure sliding glass doors with pins to prevent 
both horizontal and vertical movement, especially when the home is 
left vacant for an extended period of time. Sliding glass doors should 
be hung so that the sliding door is mounted on the inside. The door 
should be reinforced with a “jimmy-proof’ bar to prevent forced 
entry.

Recommendation: Re-key or replace locks if keys are lost or stolen 
or if you move into a previously occupied residence. Make sure that 
you follow strict key control with keys used to access the home.

Recommendation: Be sure to restrict the number of keys to your 
residence. Keep keys in your possession; DO NOT hide keys outside 
under the mat, over doors, in mail slots, or in potted plants.

5. Are basement windows to the home secured? Yes 

Recommendation: All basement windows should be secured from 
inside the home. Glass basement windows should be replaced by 
polycarbonate material or reinforced with decorative security bars. 
All ground shrubs in proximity to the basement windows should be 
trimmed or removed so that they do not provide potential intruders 
with cover from observation.

6. Does the home have an attached garage? Yes 

Recommendation: Whenever possible, park vehicles in the garage. 
Always enter the vehicle from inside the garage. Always keep the 
garage doors closed and locked when not in use. In order to limit your 
exposure outside the vehicle during the hours of darkness, install an 
automatic garage door opener and make sure all family members 
know how to operate the garage door manually in the event of an 
emergency. Ensure that the door from the garage into the main house 
itself is a solid core door with a deadbolt locking device.

Recommendation: If there is a vehicle parked outside, make sure the 
area is well-lighted. If at all possible, have a remote starter installed in 
all vehicles, especially if they are parked outside. This device will 
allow you to start your vehicle from a safe distance.

7. Does the mail box or the entry of the home personally identify the Yes  
occupants?
Recommendation: So judges and their family members cannot be 
easily identified and then targeted, names of residents should not be 
displayed on mailboxes

No 

No 

No 
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INTERIOR OF THE HOME
1. Does the home have an anti-intrusion alarm system? Yes 

Recommendation: Consider installing an anti-intrusion alarm system 
in the home that is tied into the local police department or a certified 
central alarm monitoring organization. Instruct family members on the 
operation of the system. Consider installing a local enunciation system 
or siren. The advantage of a siren is to alert neighbors to notify 
authorities, should the direct-connect alarm lines be compromised.

Recommendation: As an added security measure, alarm systems can 
be customized to provide monitoring for fire, medical alert, and closed 
circuit television (CCTV) surveillance of home exterior. The presence 
of cameras on the outside of the home is a definite deterrent to would- 
be intruders.

Recommendation: If you have a monitored intrusion detection 
system, display the monitoring company’s decal or sign prominently 
on doors, windows, and in the yard to announce the presence of a 
security alarm system in the home.

2. Do you have smoke/heat detectors installed throughout the home? Yes 

Recommendation: Smoke alarms and heat detectors should be 
installed throughout the home. They should be hard-wired into the 
home’s electrical system with a battery backup in the event of a power 
failure. In addition, install and maintain all-purpose fire extinguishers 
throughout the home, especially in the kitchen.

Recommendation: Establish and periodically test fire evacuation 
procedures for all family members.

3. Is the exterior door leading from the basement to the upper floor made Yes  
of solid core and equipped with a deadbolt lock?

Recommendation: As with other exterior doors in the home, it is 
important that the basement door be of solid core wood or steel 
construction and equipped with a quality deadbolt lock to prevent 
entry by intruders.

4. Can the interior of the home be accessed through windows or other Yes  
openings from the second floor or roof?

Recommendation: All second floor windows and roof skylights must 
be secured to prevent access by intruders who could use drainpipes 
and other means to access the roof or upper floors.

No 

No 

No 

No 
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5. Does the home have louver-type windows? Yes  No 

Recommendation: Louvre windows should be replaced with solid 
windows made with tempered or shatterproof material.

6. Do all windows have adequate window coverings? Yes  No 

Recommendation: Windows should be equipped with internal blinds, 
curtains, drapes, or shutters to prevent someone from seeing inside.

CONDOMINIUM AND APARTMENT SECURITY
Security in condominium and apartment complexes must be a cooperative effort between 
residents, management, maintenance workers, and police. All must work together to provide the 
best possible security for the building. Most of the recommendations for single-family dwellings 
apply to condominiums and apartment complexes. The following is an audit that is particular to 
those type buildings.

1. Do all doors and windows have locks that will secure the Yes  No 
condominium/apartment while it is vacant?

Recommendation: Examine all locks on doors and windows to 
ensure they are working properly. Before leaving the 
condominium/apartment, make sure all doors and windows are locked. 
Always double-check locked access windows that are at ground level.

2. Does your complex have a separate “Laundromat” area? Yes  No 

Recommendation: If at all possible, avoid using the Laundromat in 
your complex by yourself. Always team up with a neighbor who you 
know and trust.

3. Does your complex have a building association or a way to alert 
residents of an emergency?

Yes  No 

Recommendation: Develop an apartment alert system with neighbors 
in the complex to help protect each other’s property. A well-organized 
and active tenant association will assist in deterring intruders.

Recommendation: Get to know the tenants in the complex. After you 
meet them, make a personal contact list for future use.

4. Does the complex have an electronic access system to control entry Yes  No  
into the building?
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Recommendation: Do not allow access to strangers by “buzzing” 
them into the building. If someone enters the building by following 
you in, and that person is unknown to you, do not ride the elevator 
with them. If needed, exit the building and then re-enter later.

Recommendation: Report suspicious strangers, sounds, or actions to 
police, then notify the complex manager.

MAIL SECURITY
If you receive mail at your home, be wary of suspicious letters or packages. Do not open a letter 
that appears to be unusual in any way, particularly if it has a perceptible bump, which might be 
an explosive device. Notify law enforcement immediately of any unexplained package in or near 
your home. You should notify law enforcement when mail items have any suspicious features, 
such as:

• Excessive weight, size, or postage
• Springiness in the top, bottom, or sides of the envelope
• Wires or strings protruding from or attached to the envelope
• Envelope has uneven balance or a peculiar odor
• Stiffening of an envelope with cards or other material (such stiffening could be a spring- 

loaded explosive striker)
• No return address or the place of origin is unusual or unknown
• Name is misspelled

All such items should be isolated. Only trained law enforcement professionals should be allowed 
to open suspicious mail.

FAMILY SECURITY RECOMMENDATIONS
Recommendation: If at all possible, your home telephone number should be unlisted.

Recommendation: Family members, including care givers, should never tell anyone you are out 
of the house. They should be instructed to take messages from callers only.

Recommendation: Emergency police and fire numbers should be programmed into the 
telephone using the “In Case of Emergency” (ICE) concept. If you do not have a programmable 
phone, you should post emergency numbers near the main telephone in the home.

Recommendation: Do not discuss family plans with outsiders. Even your friends should not be 
informed. In general, do not discuss your family’s comings and goings.

Recommendation: Family members should not stop at the same supermarket at the same time 
on the same day each week. Vary your daily activities.

Recommendation: Children should be instructed not to open doors to strangers. All visitors 
should be viewed through a peephole with the door locked. Intercom systems should be used to 
aid in the identification of strangers.
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Recommendation: If it is necessary to leave children at home, keep the house well-lighted and 
notify the neighbors.

Recommendation: Advise your children to:
• Never leave home without advising parents where they will be and who will accompany 

them.
• Travel in pairs or groups.
• Walk along busy streets and avoid isolated areas.
• Use play areas where recreational activities are supervised by responsible adults and 

where police protection is readily available.
• Refuse automobile rides from strangers and refuse to accompany strangers anywhere on 

foot—even if the strangers say mom or dad sent them or said it was okay.
• Report immediately to the nearest person of authority (teacher or police) anyone who 

attempts to molest or annoy a child.

Recommendation: Be wary of strangers. Be watchful of strange cars that seem to cruise the 
neighborhood or strange persons who suddenly start to frequent the neighborhood streets. 
Record information that may be helpful to police.

Recommendation: Observe cars parked in the neighborhood with one or more persons inside or 
persons who seem to be doing nothing in particular.

Recommendation: Never reveal to any stranger that you are home alone.

Recommendation: Know where your children are at all times. Maintain a daily itinerary and 
stress the importance of notifying other family members of changes in the schedule.

Recommendation: As mentioned above, have unlisted telephone numbers for ALL family 
members.

Recommendation: Always request salesmen, repairmen, meter readers, delivery personnel, and 
even policemen (in civilian clothes) to show their identification prior to admitting them into your 
home. If in doubt about their identity, place a call to their business to confirm employment. 
Never accept a phone number that they offer; always use the telephone directory or call the 
information operator.

Recommendation: Do not put your home telephone number on stationary or on any name and 
address stickers in order to preclude undesirable telephone calls.

Recommendation: When harassing or obscene telephone calls are received, take action to 
change your phone number immediately. Family members should never engage in a telephone 
conversation with unknown or unidentified persons.

Recommendation: Children must follow a school schedule, but if they are driven to school, 
varied routes should be followed. Children should be escorted to and from bus stops. Neither 
hiking nor walking to school is recommended.
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Recommendation: Inform school authorities that children should not be released from school, 
athletic events, and club meetings on the strength of a telephone call. Advise the school 
authorities to confirm the call with your home or office.

Recommendation: Instruct the school administration that if an authorized person does not 
explain a child’s absence from school shortly after school starts, they are to call the child’s home 
or your office to determine the child’s status.

Recommendation: Do not open doors to strangers or accept delivery of packages unless the 
sender is known. Instruct children and in-home help on this procedure. Install a chain lock on the 
main entry door so that you may accept small packages or letters by partially opening the door. 
Do not rely heavily on this type of lock, as an intruder can break them away by forcing the door.

Recommendation: Check references of service personnel, domestics and childcare providers, 
and any other employees who have routine access to your residence or property.

Recommendation: When receiving a wrong number telephone call, never give your name or 
number. Just state that the caller has the wrong number.

Recommendation: When a stranger requests to use your telephone for an emergency, never 
allow entry into the home. Offer to summon assistance, and use the phone yourself.

Recommendation: Never answer your telephone with your name; a simple hello is acceptable.

Recommendation: Report all suspicious activity to the local police.

TRAVEL RECOMMENDATIONS
Whether you are going to the store or Europe, the fact that you have left your home or office 
changes your security status SIGNIFICANTLY. Travel decreases your security because you are 
not adhering to your routine, but instead, you are exposed to unfamiliar surroundings. If you plan 
to travel outside your home area or overseas, you should check with your director of security for 
additional security measures that can be taken to protect you and your family.

VEHICULAR TRAVEL RECOMMENDATIONS
Recommendation: Do not pick up strangers or give a ride to a stranger or volunteer your car to 
a group of strangers even though you may have a friend with you in the car.

Recommendation: If you should have car trouble on the road, drive to the side of the road and 
place a handkerchief or white cloth on the radio antenna or door facing traffic. Either place a cell 
phone call or wait for help to come.

Recommendation: If you are driving and an attempt is made to force you off the road, move 
toward the center of the roadway and quickly proceed to a busy street and seek assistance. As 
you proceed, blow your horn to attract attention to your plight.
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Recommendation: Do not stop to aid other motorists or pedestrians, regardless of the 
circumstances. If you believe the emergency is genuine, use a cell phone or proceed to a public 
phone and report the matter to authorities, then let them handle the emergency.

Recommendation: If you suspect you are being followed:
• Circle the block to confirm the surveillance.
• Do not stop or take other actions that could lead to a confrontation.
• Do not drive home.
• Do not try to evade or elude the follower.
• Obtain a description of the vehicle and its occupants.
• Go to the nearest police or fire station and report the incident.
• Have an alternative safe place to go in the event you cannot get to the police station.
• Report the incident to police once you are safe.

Recommendation: Avoid using magnetic key boxes hidden in the wheel well of your car.

Recommendation: Park you car in a secured garage; do not park your car on a public street.

GENERAL SECURITY RECOMMENDATIONS
Recommendation: Place the police emergency telephone number (911), and the police non­
emergency number next to the phone in your home for immediate use; program it into your 
telephone system if possible. Do not answer the telephone with your name or official title. 
Recommendation: Ladders and scaffolding should be kept in locked outbuildings or garages.

Recommendation: Advise the local police department of your occupation and address.
Complete and submit a judicial profile for you and your family (attached), to the chief security 
officer for use in emergencies. Judicial profiles should be protected as “confidential-restricted 
access” documents.

Recommendation: Consider moving all fuse and switch boxes into the home if possible. Place 
locks on those that remain outside or in outbuildings/garages.

Recommendation: Consider a trained watchdog for the family residence. In addition to being a 
natural deterrent, it is another means of alarming the home.

Recommendation: Be constantly aware of surveillance. Usually a potential victim is watched 
for several days before an act of violence is carried out.

Recommendation: Prepare an inventory of household and personal possessions, describing the 
articles and listing the serial numbers for reference.

Recommendation: In order that personal items (jewelry, appliances, TV sets, radios, etc.) can 
be identified if lost or stolen, a code number should be engraved on each item with an etching 
machine.

Recommendation: A small safe or security box, which can be bolted down to a closet floor, 
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should be used to secure personal jewelry, cash, and personal documents that are frequently 
used. Consider a safety deposit box for items used less frequently.

Recommendation: When the home is left vacant, install timers on televisions, radios, and lights 
in order to give the impression that the home is occupied.

Recommendation: Have “Caller ID” for incoming telephone calls to your home. Use “Caller 
ID” blocking to prevent your telephone number from being displayed on outgoing calls.

Recommendation: Become familiar with the streets and roads surrounding your home. Have a 
planned escape route from your home to a designated safe place in case of fire or intrusion.

Recommendation: Plan and practice driving to area emergency services, such as hospitals, 
police stations, and safe places.

Recommendation: Make sure your trash is kept in a secure place, such as a locked outbuilding.

Recommendation: Keep the names, addresses, and telephone numbers for all staff members 
handy in the event of an emergency.

Recommendation: If you have household employees, make sure they have been screened with 
background checks.

For further information contact: 
National Center for State Courts 

Court Consulting Services 
707 17th Street-Suite 2900 

Denver, CO 80202 
(303) 305-4315

This document was prepared by Jim O’Neil, NCSC Security Consultant 
Revised: June 2013
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Edward F. Davis is the President and CEO of The Edward Davis Company, 
a strategy and security services firm that advises government agencies, 
courts, and Fortune 500 companies on crisis response, risk 
management, and security planning. He served as Boston Police 
Commissioner from 2006 to 2013, leading the nationally recognized 
response to the Marathon bombing.

With more than 35 years in law enforcement, Commissioner Davis has 
extensive experience in judicial and courthouse security, high-profile trial 
protection, and strategies to safeguard judges and court staff from 
threats and intimidation. He has testified before Congress and the 
Senate on terrorism and public safety, and has served as an expert 
witness in cases that directly impacted judicial outcomes. 
Internationally, he has advised on policing and justice issues in Europe, 
the Middle East, and Asia.

He holds a master’s degree from Anna Maria College, honorary 
doctorates from Northeastern, Suffolk, and UMass Lowell, and was a 
Fellow at Harvard’s Institute of Politics.

NAWJ | pg. 49



In September 1995, Boston prosecutor Paul McLaughlin was shot and killed by gang leader Jeffrey Bly, 
who had McLaughlin tracked before the murder. Bly was set to be prosecuted by McLaughlin on 
carjacking charges the next day. 

Details of the case:
• Paul McLaughlin: An assistant attorney general, McLaughlin was assigned to the Suffolk County

District Attorney’s office to prosecute gang-related cases.
• Jeffrey Bly: A leader of the Theodore Street Posse gang in Boston's Mattapan neighborhood, Bly

feared going to prison for the carjacking and decided to kill McLaughlin to stop the trial.
• Motive: Bly, the leader of a gang in the city's Mattapan neighborhood, had developed a vendetta

against McLaughlin after the prosecutor had previously tried Bly twice on other charges. Fearing a
long prison sentence, Bly plotted the murder to prevent the carjacking case from moving forward.

• Tracking: Bly instructed a fellow gang member to follow McLaughlin from his courthouse office to
his car at a commuter rail station in West Roxbury, recording his movements.

• The murder: Bly waited for McLaughlin at the train station. When McLaughlin got into his car, Bly
shot him once in the head and fled.

• Aftermath: Bly was convicted of first-degree murder in 1999 and sentenced to life in prison
without parole.

Paul McLaughlin

Ellement, J. R. (2015, September 25). 20 years after his murder, prosecutor is remembered - The Boston Globe. BostonGlobe.com. 
https://www.bostonglobe.com/metro/2015/09/25/paul-mclaughlin-gang-prosecutor-murdered-west-roxbury-recalled-
friends/RON4JgxWDo1GKfTxVca7FP/story.html

Photo of Mr. Paul McLaughlin
Source: The Boston Globe
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On October 2, 1980, Middlesex County prosecutor Assistant District Attorney Bigham, 28, was shot and 
killed along Memorial Drive in Cambridge after his car broke down. Three Boston men were later 
charged in the attack.

Details of the case:
• Assistant District Attorney Bigham: A Middlesex prosecutor since 1979, he began in the District

Court system and had been promoted to the Superior Courts only a month before the shooting.
• The attack: Around 1:40 a.m., Bigham’s Volkswagen developed mechanical problems and was

parked roadside when a large white car pulled up behind him. Three men approached. Bigham
was shot in the chest.

• Aftermath at the scene: Bigham staggered from the vehicle before collapsing a few steps away.
An MIT security guard administered emergency aid, but he was pronounced dead at
Cambridge Hospital at 2:03 a.m.

• Suspects: Henry McLendon, Aldin Carter, and Arnold Evans, all Boston residents in their early 20s,
were charged with murder, two counts of armed assault with intent to rob, and assault with a
dangerous weapon.

Edward T. Bigham III

Drive Murder: News: The Harvard Crimson. News | The Harvard Crimson. (1981, February 3). https://www.thecrimson.com/article/1981/2/3/mem-drive-murder-ptwo-boston-men/

UPI. (1980, October 2). An assistant district attorney was shot and killed early... - UPI archives. UPI. https://www.upi.com/Archives/1980/10/02/An-assistant-district-
attorney-was-shot-and-killed-early/9722339307200/
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Federal (Daniel Anderl Act 2022) New Jersey (Daniel's Law 2020)Feature

Who is protected? Federal judges & their families State judges, prosecutors, law enforcement & families

What info is 
protected? Addresses, phones, vehicle info, SSNs, schools, property Primarily addresses and phone numbers

Scope Nationwide State of New Jersey only

Obligations for Public 
Entities

Must redact PII from publicly available 
records/websites upon request

Must remove/redact PII from online public records 
within specific timelines

Criminal Penalties Civil penalties; potential injunctions and fines for 
noncompliance

Criminal penalties (disorderly persons offense); fines 
and potential jail time

Online Platform 
Liability Platforms may be required to remove info or face fines Platforms must comply or face civil/criminal penalties 

under NJ law
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PERSONAL SECURITY

Home Security

• Layered defenses: alarms, cameras, reinforced doors,
trimmed landscaping

• Use P.O. Box for mail; scrub home address from public
records

• Establish and regularly practice family safety protocols (safe
words, emergency plans, lockdown drills)

Digital & Daily Life Protection

• Layered defenses: alarms, cameras, reinforced doors, trimmed
landscaping

• Use P.O. Box for mail; scrub home address from public records
• Family Preparedness: Coordinate with family to coordinate safety

protocols
• Community familiarity increases digital risk: neighbors or local

acquaintances may share personal info online.

Special Emphasis for Female Judges 

• Recognize that gendered harassment may target your role as both judge and woman — often spilling into family or community life.
• Family-centered protections (school safety, digital monitoring, awareness training).
• Work closely with local police to extend security beyond the courthouse — including home patrols, faster response times, and

ongoing communication.

In the Courtroom & Commuting

Public & Community Presence

• Anticipate that litigants may see you in the community afterward.
• Deflect case-related conversations politely
• Avoid apparel, license plates, or vanity markers that identify you

as a judge.
• Vary where you shop, dine, and attend services to avoid

predictable patterns.

• Park in well-lit, populated areas; avoid signs marking reserved
“Judge” parking.

• Never preside without a security officer present.
• Keep proceedings orderly — remove disruptive individuals

immediately to prevent spillover intimidation outside court.
• For virtual hearings from home, always use an official virtual

background to hide personal surroundings.

In the Courtroom & Commuting 
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How to 
Assess 
Threats

Threat 
Response

•

•

•

When do 
Threats 
Lose 
Relevance?

•

•

•

•

•

•

•

•

Muted
Threat 
Response

•

•

•
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WHATS 
CHANGING

•

•

•

•

•
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“QUICK WINS”
(0-90 DAYS)
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